**ZARZĄDZENIE Nr 137/2015**

**Burmistrza Miasta Wojkowice**

**z dnia 30 czerwca 2015r.**

**w sprawie powołania Administratora Bezpieczeństwa Informacji w Urzędzie Miasta Wojkowice oraz ustalenia zakresu jego obowiązków i uprawnień.**

Na podstawie 36 a ustawy z dnia 29 sierpnia 1997r o ochronie danych osobowych (t.j.Dz.U z 2014r., poz 1182 z późn. zm..), zarządzam co następuje:

**§ 1.** Powołuję Pana Stanisława Grzesiakowskiego na Administratora Bezpieczeństwa Informacji (ABI) w Urzędzie Miasta Wojkowice.

§ 2. Administrator Bezpieczeństwa Informacji odpowiedzialny jest za bezpieczeństwo danych osobowych przetwarzanych w Urzędzie Miasta Wojkowice, a w szczególności:

1. sprawdzanie zgodności przetwarzania danych osobowych z przepisami o ochronie danych osobowych oraz opracowanie w tym zakresie sprawozdania dla Administratora Danych lub GIODO (na wniosek GIODO),
2. nadzorowanie opracowania i aktualizowania dokumentacji, o której mowa w art. 36 ust.2 ustawy o ochronie danych osobowych, oraz przestrzegania zasad w niej określonych,
3. nadzorowanie fizycznego zabezpieczenia danych osobowych oraz pomieszczeń w których przetwarzane są dane osobowe,
4. nadzorowanie obiegu dokumentów zawierających dane osobowe,
5. zapewnienie zapoznania osób upoważnionych do przetwarzania danych osobowych z przepisami o ochronie danych osobowych,
6. nadzorowanie, aktualizację i utrzymanie zbioru upoważnień dla osób upoważnionych do przetwarzania danych osobowych,
7. nadzorowanie, monitorowanie osób odpowiedzialnych w zakresie wnioskowania oraz aktualizowania upoważnień dla podległych pracowników,
8. zlecanie nadawania, modyfikacji i odbierania uprawnień w systemach teleinformatycznych Urzędu Miasta Administratorowi Systemów Informatycznych,
9. prowadzenie jawnego rejestru zbiorów danych przetwarzanych przez administratora danych,
10. zgłaszanie zbiorów danych osobowych zawierających dane wrażliwe wymienione w ustawie o ochronie danych osobowych do GIODO,
11. podjęcie natychmiastowych działań zabezpieczających dane osobowe w przypadku otrzymania informacji o naruszeniu ochrony danych osobowych,
12. niezwłoczne informowanie Administratora Danych o przypadkach naruszenia przepisów ustawy o ochronie danych osobowych,
13. analizę sytuacji, okoliczności i przyczyn, które doprowadziły do naruszenia bezpieczeństwa danych, jeśli takie wystąpiło, oraz proponowanie Administratorowi Danych zmian procedur i zasad postępowania obowiązujących w Urzędzie Miasta Wojkowice, mających zapobiec powstawaniu podobnych sytuacji w przyszłości,
14. współpraca Z Administratorem Systemów Informatycznych w całym zakresie powierzonych zadań,
15. inne obowiązki przewidziane w ustawie o ochronie danych osobowych, a nie wymienione w niniejszym zarządzeniu.

§ 3. Administrator Bezpieczeństwa Informacji uprawniony jest do:

1. Wydawania poleceń wszystkim pracownikom Urzędu Miasta Wojkowice w zakresie związanym z wdrożeniem, utrzymaniem i doskonaleniem Systemu Zarządzania Bezpieczeństwem Informacji.
2. Rozstrzygania sporów dotyczących stosowania i interpretacji wymagań zawartych w dokumentacji Systemu Zarządzania Bezpieczeństwem Informacji oraz wydawania wiążących decyzji w tym zakresie.
3. Dostępu do wszystkich dokumentów występujących w Urzędzie Miasta Wojkowice, których treść może być istotna z punktu widzenia funkcjonowania Systemu Zarządzania Bezpieczeństwem Informacji.
4. Uzyskania wyjaśnień od pracowników w zakresie realizowanych działań w ramach Systemu Zarządzania Bezpieczeństwem Informacji.
5. Podejmowania decyzji w kwestiach bezpieczeństwa informacji, w zakresie nierodzącym zobowiązań finansowych, w szczególności w zakresie współpracy Urzędu Miasta Wojkowice z zewnętrznymi jednostkami organizacyjnym

§ 4. Administrator Bezpieczeństwa Informacji w zakresie wykonywania tych obowiązków podlega bezpośrednio Administratorowi Danych Osobowych.

**§ 5.** Zarządzenie wchodzi w życie z dniem podpisania.

**ZARZĄDZENIE Nr 138 /2015**

**Burmistrza Miasta Wojkowice**

**z dnia 30 czerwca 2015r.**

**w sprawie powołania Administratora Systemu Informatycznego u Urzędzie Miasta Wojkowice oraz ustalenia zakresu jego obowiązków.**

Na podstawie art. 36 a ust 1 ustawy z dnia 29 sierpnia 1997r o ochronie danych osobowych (t.j. Dz.U z 2014r., poz 1182ze z.), zarządzam co następuje:

**§ 1.** Powołuję Pana Adriana Matusiaka na Administratora Systemów Informatycznych (ASI) w Urzędzie Miasta Wojkowice

**§ 2.** Administrator Systemów Informatycznych odpowiedzialny jest za bezpieczeństwo danych osobowych przetwarzanych w systemach teleinformatycznych w Urzędzie Miasta Wojkowice, a w szczególności za:

1. sprawdzanie zgodności przetwarzania danych osobowych z przepisami o ochronie danych osobowych,
2. nadzorowanie i kontrolę systemów teleinformatycznych służących do przetwarzania danych osobowych,
3. wykonywanie przeglądów i konserwacji systemów teleinformatycznych służących do przetwarzania danych osobowych,
4. zapewnienie retencji zbiorów danych osobowych poprzez okresowe wykonywanie kopii zapasowych i kopi bezpieczeństwa,
5. na polecenie Administratora Bezpieczeństwa Informacji nadawanie, modyfikacja, i odbieranie uprawnień w systemach teleinformatycznych Urzędu,
6. podjęcie natychmiastowych działań zabezpieczających dane osobowe w przypadku otrzymania informacji o naruszeniu lub wykryciu naruszenia ochrony danych osobowych,
7. niezwłoczne informowanie Administratora Danych oraz Administratora Bezpieczeństwa Informacji o przypadkach naruszenia przepisów ustawy o ochronie danych osobowych,
8. analizę sytuacji, okoliczności i przyczyn, które doprowadziły do naruszenia bezpieczeństwa danych, jeśli takie wystąpiło, oraz proponowanie Administratorowi Danych zmian procedur i zasad postępowania obowiązujących w Urzędzie Miasta Wojkowice, mających zapobiec powstawaniu podobnych sytuacji w przyszłości,
9. prowadzenie dziennika Administratora Systemów Informatycznych zawierającego wszystkie zdarzenia mające wpływ na zachowanie bezpieczeństwa danych osobowych przetwarzanych w systemach teleinformatycznych Urzędu Miasta Wojkowice,
10. planowanie i wdrażanie technicznych środków zapobiegających naruszeniu ochrony danych osobowych,
11. inne obowiązki przewidziane w ustawie o ochronie danych osobowych, a nie wymienione w niniejszym zarządzeniu.

**§ 3** Administrator Systemów Informatycznych w zakresie wykonywania swoich obowiązków zobowiązany jest do ścisłej współpracy z Administratorem Bezpieczeństwa Informacji

**§ 4**. Administrator Systemów Informatycznych w zakresie wykonywania tych obowiązków podlega bezpośrednio Administratorowi Danych Osobowych.

**§ 5.** Zarządzenie wchodzi w życie z dniem podpisania.